Crypto in CTFAIJ#§1k-MoeCTF2025
BRI SR EHENF S ERFEMERIXE

4 =2Cryptography?
BI5: Ehacker HHIRIAER

"Cryptography"ESLEl@— s ENaZ AR E. BEE: (RMELPERAER, BRESIA
(CTF 89 "Eve") BEISEN, HERERFRIMFIEERE.

FREE: BRFEELAE

SURETHMENIR, AXIEXY, EEERFRMIGE, SEEMEE T~ EH e e,
MBBEAERG, ENEBEE/RAIE AES. RSA BiEMESL, HENISE EH MEFAHES.

FUEFTB—F, (FAIEERIXTIERZ IS, (BRIREHE, WA ). CTREEMEST
BIR—EMCARAIBE, BeEFEARE, BEBRINEREM IR, IHREFBL.

FERFN=MEUBIR
o #lZ M (Confidentiality) HRRBEIFBRETEHS.
o STEM & Will(Integrity & Authentication){REEFHIARRISIIER, FHIMTRIERAT.
o FAIEIN(Non-repudiation) HIFEZRGEARARLADXEHER, BELETIA.
£ CTF FR{REBEXLE
o YIFRONER (40 AES. XOR) : MRZEENER—IEHER,
o JEXIFRINZR (W0 RSA. ElGamal) : FANSANNZR, FERASHRRZR,
o IAFEEN (R0 SHA256) : MISEIE. SRMRIR,
o HFEE (WIRSAKRZ, ECDSA) : WIFSH, EFREMRKEN.
BRFHEEAL?

£ CTF B9 Crypto 13k, ERMEHTFERAE MASEHENEE:

Bl: BAERTEMEIE. ALeMERER. REINEES, SEUBERTR.
IEFREREZRIER T, MUERETERE (

RABEEENEZRIE + REHATRIIE, HEeEREE —IXIR,

What is Crypto in CTF?

CTFELZEHRICrypto5a, —MREGFETFIMRAEZRLZHAICryptoanalysis (BB HT) « FELLES, H
BANFEFSBMEBEE LT LR, REEBEENFEERXLSTETF, SEEFFESTINEEEF
k=, iR, HmkEBNAFIESE.

Some basic knowledge for Crypto in CTF
KTFEMENR, DMEEERAY, NENSTE—T, BiaaAl,
BEAREE:
1. Ti#pythonFldESHEMIEX.
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2. RUFEFNEITR,
EREEHR:
1. ¥1%5008
2. Lt ey
3. HlIsREL
BEARFI5E:
1. FRERERS I ZEEISHAENENFIRR.
HENRUZESIML : https:/ctf-wiki.org/

Sk NIJMutcryptohack.org

2. 21EH, ZEY, BFEE,
3. ERRERIBENEHITFES,
=30
{EZFZR8F d33b4t0: https://d33b4t0.com/ (EEHMWE)

HEES/\BER . https:/tangcuxiaojikuai.xyz/

Van1sh: https://jayxv.github.io/

4. Get your hands dirty! fESLEHZS), ISR EkE! EZIMRNEMZ £, SX)I55%4>S
(buuctf, WAL, F) , SSMELTE.  (Moe CTF)

MTFEMS, FNXBIORIFCANEIIRNESEE, REEBRFEES, NIHAEE.

tHXtools
BRICTFMAICryptoEZE(FEAPython
o YN{EEEEpythoniftE: Python3 IS

MR EEBL. py HAEERENE (B17) .
IEMFIF S0 R, BRAE pyXMH, /REFIFL, EREEFINME, MALEENS
g

EEFT LN EINZERIPython Package:
1.gmpy2

gmpy22Pythonf§— M EBEE, EXGMP (GNUSHBEEARIZERE) W%, Hii5 hgmpy.
install:

pip install gmpy2

2.cryptography
NFBRI—1E, ASSTEBFLETE,

install:

pip install cryptography


https://ctf-wiki.org/
http://cryptohack.org/
https://d33b4t0.com/
https://tangcuxiaojikuai.xyz/
https://jayxv.github.io/
af://n76
https://www.runoob.com/python3/python3-install.html
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3.pwntools

CTF CryptoRX B @RIFHF
install:

pip install pwntools

4.sage

EIRNEhLdEsage, TELsagemath, Zafgdtinstallation Guide,

Sagemath@—RREERGIKBFFRIVEFHE, RETIFEFEIREASEICHEAIINE. XNTE
PBASKE, SagemathRIERRILEEBHMEN. HLUGHIZEIH, FAEERZIEEAZ
S8

EHZFRNUIE WSL (Windows Subsystem for Linux) BZ% SageMath, ¥)FE LB EMEETLE
Bk,

NEEEREME (diffculties) ?
o LRXFIRERDIEHLLM (KESER) @k, SREREE, (W ErHETEIERS
=)
o EFHITE (IRANEE) HALHTERGE, BASKEEENCryptoSER,
o RKAMRAKIRER, TIRthEAmR, "WEKSHRR, WREEEX—R"

Attention
EEIE:
1. AEERR, {EBZOTHL!

2. tUEARiE), SAMEBEABEAFTRMIRAIWriteup! {RITOZ B RE TSRS EMAN—IREFE
e,

Get your hands dirty!

BEisE, EEREFKAE FERIGIF! (RAILIERIESE—Mlag!

#!/usr/bin/env python3
from Crypto.PublicKey import ElGamal
from Crypto.Random import get_random_bytes, random
from Crypto.Util.number import *
from random import *
from secret import flag
def generate_elgamal_keypair(bits=512):
p = getPrime(bits)

for _ in range(1000):
g = getRandomRange(2, 5)
if pow(g, (p -1 // 2, p) !=1:
break

X = randrange(2, p - 1)
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https://www.sagemath.org/
https://doc.sagemath.org/html/en/installation/index.html
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af://n116

y = pow(g, x, p)

return p, g, y, X
key=generate_elgamal_keypair(bits=512)
P, 9, ¥ ,x= key

print("=== 2% (p, g, y) ==="
print("p =", p)

print("g =", 9)

print("y =", y)

print()

k = randrange(l, p - 2)

m = bytes_to_long(flag)

cl = pow(g, k, p)

c2 = (m * pow(y, k, p)) % p

print("=== % (cl, c2) ===")
print('"cl =", cl)

print('c2 =", c2)
#A/NOEXETH T O

print("x =", x)

== 2% (p, 9, y) ===

p:
115409637159621449517635782553574175289667159048490149855475976576983048910448410
99894993117258279094910424033273299863589407477091830213468539451196239863

g=2

y:
831342478336601128701462358277352159533328529138054068946707321221293164841558006
5207081449784135835711205324186662482526357834042013400765421925274271853

=== B (cl, €2) ===
cl =
665205355305564535827536225955485652597693184131825115294046454317510856013294961
0916012490837970851191204144757409335011811874896056430105292534244732863

c2 =
231491356808152642824798171910095233144493885239903182663547597194748466341836253
3363591441216570597417789120470703548843342170567039399830377459228297983

X =
801095707808655428402095966412478447961091359656003501195114326955976122911402773
8791440961864150225798049120582540951874956255115884539333966429021004214

A secreti R AT LAIRAR NTFME 7 BEN flaghdpython3Zf4, BFFRAER, MIEATFHIRIFIE
R, FREZRANEEZREFIAN lag, MARE Fiisecreti&iR, secretsM2—MNBTFEKE
BEENLEENEEIpythontrERE.

bytes_to_longBR# AT 5 flagimil AEEEL.

Hint: 42 Elgamal

M MEZIEEIgamal


https://ctf-wiki.org/crypto/asymmetric/discrete-log/elgamal/
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